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**What did I do**

For my personal inventory I grouped them into five systems people, procedures, data, hardware and software. The systematic process for conducting an inventory involves identifying assets, categorizing assets, documenting assets.

**People:** The people inventory was broken down into subgroups. One subgroup are people I have personal relationship with which can be identified with id’s having “PR’’ for example PR1, PR2, PR3 etc. People I classify under the personal relationship group are my immediate family, my extended family which I got by looking at the family tree, friends I met in WTAMU, friends I have on snap chat who I keep streaks with that is sending a picture to each other every day, friends on IG that is friends I chat with more than other friends and that I also exchange pictures with. So, I was able to identify them by going through my social media pages and see how often we stay connected with each other.

Another subgroup are people that I have work relationship (with id numbers “WR1, WR2”) with, people that I have worked with in the past and the present. I would say it is more of a professional relationship and we don’t necessarily have each other's number or have each other added on social media. I was able to identify this group of people by going through Microsoft teams which was and is our major source of communication and going through my email and calendar

School relationship (with id numbers “SC1, SC2”) is a subgroup I used to classify people I attended classes with and interacted with but won’t necessarily classify as friends but more of an acquittance kind of relationship where we would have onetime had personal conversations in class or while working on a project together. I identified this people by going through my previous school projects where we worked together or been in a bigger group project together

Church relationship (with id numbers “CH1, CH2”) is a group of people that I attend church with and where we mostly interact when we go to church, I was able to identify this people by going through the church's WhatsApp group chat

Social media relationships (with id numbers “SMR1, SMR2”) I would say are people I only know virtually but we have good communication but have never met in person. I identified these people by going through my social media account and checking my messages where we have previously conversed and going through the comment section of some of my posts.

The last subgroup are people I had sports relationships with (with id numbers “SR1, SR2”) with, my teammates from flag football. I used to play flag football back home and was on a team which I keep in contact with. They are people I would see during the weekend but have a strong bond with, especially because we had a lot of teams building exercises where we got to know each other better. I identified this group by going through the teams Instagram page and the teams WhatsApp group.

**Procedures:** My procedures are annotated on the table as “PRD1, PRD2’ PRD3 etc. The procedures written down are the routines I go through very often if not every day. To identify these routines, I kept a note on my phone to record how my day went, which activities I did for the day and even the people I interact with. Some routines also I would say I am aware just because it was a routine I did with people, for example drinking tea every night before I sleep. I always did these with my parents where we just sat down and drank tea and caught up on our day before going to bed. Another way I identified a routine is through streaks for example on snap chat there is a record beside each streak to show you how many days you have been doing exchanging pictures consecutively and the bible app also keep streak to encourage you build a routine.

**Data:** For data (“DA1, DA2’ DA3 etc.”), I went through the mobile applications I have on my phone that contain my information to use it and websites I frequently visit where I would have needed to provide personal information like my card details. I also went through every physical document I have, for example, my resume, birth certificate, driver's license and so on. I investigated people that would also know a lot about me, like my parents, where they would be able to provide information that could lead to guessing some of my passwords or even answering some security questions.

**Hardware:** Intermsof hardware (“HW1, HW2’ HW3 etc.”), it was easy to group because I am not much of a gadget person and don’t own much. I was able to identify these by looking around my room and see how many hardware devices I could identify.

**Software:** For the software system (“SW1, SW2’ SW3 etc.”) I was able to identify a lot just by going through my phone and laptop. Some of the applications I use some I don’t but still have them installed on my phone and laptop especially some mobile applications that are multi-platform where I can use the application on my mobile device and laptop

They are some assets that are mentioned twice because they are classified under two or more groups. For example, my parents are grouped under people and data because there are people that literally birthed me and have a personal relationship with and, they know everything about me. Another example is Wema bank mobile application which is grouped as under software and data because it holds personal and sensitive information about me like my account number and identification number.

I was able to identify assests that belong to multiple groups by creating a table with the system groups at the heading and writing out assets that contain data, that could be grouped as people or hardware and software. Just listing them out and going through the list to identify them

**What were the results**

The inventory reveals the extent of my vulnerability in relation to my social network, particularly concerning individuals who fall into many categories and may potentially provide a risk. The possession of numerous registered software applications can potentially facilitate the monitoring and tracking of one's activity. The observation and manipulation of routines have the potential to inflict pain upon me, while the absence of a pattern can also lead to misery. Indeed, it is plausible for hardware devices such as smart televisions, smartphones, and laptops to be susceptible to hacking, thereby enabling unauthorised surveillance. Failure to implement adequate security measures on these devices or neglecting to exercise caution while connecting them to external sources can render individuals susceptible to potential threats. Engaging in the act of opening an incorrect email can potentially render an individual susceptible to the infiltration of malicious software.

**What did you learn**

The examination of the inventory reveals that it does not encompass every asset in my life, but rather includes the significant ones. This limited scope of the inventory highlights the extensive network of individuals I am acquainted with, both presently and in the past, and the potential knowledge they may possess about me. Prior to commencing this inventory, it is noteworthy to mention that my social interactions are rather limited due to my introverted nature and tendency to engage in minimal conversation. Additionally, I possess a considerable number of software applications for which I have enrolled, some of which include highly sensitive personal information.

Upon more reflection, it has come to my attention that my level of risk is greater than initially anticipated. This heightened risk is attributed to various factors, including the extent of my digital footprint, the number of individuals I am acquainted with, and the extent of personal information they possess about me. The potential vulnerability of smart televisions and laptops to unauthorised access when connected to public Wi-Fi networks. The simplicity of my routines renders them susceptible to being exploited and counterproductive in the broader context. The primary source of risk arises from the diverse individuals inside my social network and the assets that intersect several groupings.